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Abstract:

With the recent development of cloud technology, many companies, regardless of size, are
using and maintaining digital data in an environment connected to the Internet, and digital
data has become an important asset for business activities. While the use of cloud computing
is beneficial for companies, it also means that attackers have more opportunities to exploit
system vulnerabilities and steal digital data due to the increased number of points of contact
with the company.

With cyber attacks on the rise in recent years, companies are becoming more and more
concerned about cyber security, but there is still a shortage of security personnel. In this
paper, we discuss the concept of security design in cloud application development, using our

cloud application as a subject.



